
$

(If "YES", provide an explanation of these services and quantify the revenue associated with them)

Y / NDOES THE APPLICANT PROVIDE TECHNOLOGY SERVICES OR PRODUCTS TO THIRD PARTIES?

Y / NIS NETWORK SECURITY CONTACT EMPLOYED BY APPLICANT?  (If "NO", specify company name)

$

$

$

$

$

DESCRIPTIONSERVICE OR PRODUCT

$

PROJECTED REVENUE

TECHNOLOGY SERVICES AND PRODUCTS

EXTENSION:

COMPANY NAME:

EXPLAIN ALL "YES" RESPONSES  (ACORD 101, Additional Remarks Schedule, may be attached if more space is required)

DOES THE APPLICANT ANTICIPATE PROVIDING ANY NEW E-COMMERCE PRODUCTS OR SERVICES IN THE NEXT TWELVE (12) MONTHS?2.

Y / N

GENERAL INFORMATION

DOES THE APPLICANT ANTICIPATE ESTABLISHING OR ENTERING INTO ANY RELATED OR UNRELATED VENTURES WHICH ARE A MATERIAL CHANGE 
IN OPERATIONS IN THE NEXT TWELVE (12) MONTHS?

1.

OUTSIDE

INSIDE
$

SEPARATE DEFENSE COSTS LIMITREQUESTED RETROACTIVE DATE

$$$

$$$

$ELECTRONIC DATA RESTORATION EXPENSE $$
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E-MAIL ADDRESSTELEPHONE NUMBER

TITLENAME

CONTACT PERSON FOR THE NETWORK SECURITY SELF ASSESSMENT

$REWARD EXPENSES $$

$CRISIS MANAGEMENT EXPENSES $$

$PRIVACY NOTIFICATION EXPENSES $$

$E-VANDALISM EXPENSES $$

$E-THREAT EXPENSES $$

OPTIONAL COVERAGES

$E-BUSINESS INTERRUPTION AND EXTRA EXPENSES

CYBER LIABILITY (Disclosure, Reputational, 
Content, Conduit, and Impaired Access Injury)

COVERAGE

$

$

$

$

* (12:01 AM at the Principal Address of the Applicant)

* EXPIRATION DATE* EFFECTIVE DATE

$

ANNUAL PREMIUMRETENTIONLIMIT

COVERAGE REQUESTED

NOTICE:  THIS APPLICATION IS FOR CLAIMS-MADE AND REPORTED COVERAGE, WHICH APPLIES ONLY TO "CLAIMS" FIRST 
MADE AND REPORTED IN WRITING DURING THE "POLICY PERIOD," OR ANY EXTENDED REPORTING PERIOD.  THE LIMIT OF 
LIABILITY TO PAY DAMAGES OR SETTLEMENTS WILL BE REDUCED AND MAY BE EXHAUSTED BY "DEFENSE COSTS," AND 
"DEFENSE COSTS" WILL BE APPLIED AGAINST THE RETENTION AMOUNT.  THE COVERAGE AFFORDED UNDER THIS POLICY 
DIFFERS IN SOME RESPECTS FROM THAT AFFORDED UNDER OTHER POLICIES.  READ THE ENTIRE APPLICATION CAREFULLY 
BEFORE SIGNING.

DBA:

NAMED INSUREDPOLICY NUMBER

NAIC CODECARRIERAGENCY

AGENCY CUSTOMER ID:

DATE  (MM/DD/YYYY)

CYBER  AND PRIVACY COVERAGE SECTION

SPECIMEN
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IF "YES", ATTACH COPY OF THE ASSESSMENT c)

DOES THE APPLICANT UTILIZE FIREWALLS, ANTI-INTRUSION AND ANTI-VIRUS SOFTWARE / PROGRAMS?6.

IS APPLICANT PCI COMPLIANT?  5.

IS CLIENT SENSITIVE INFORMATION ON MOBILE DEVICES ENCRYPTED WHILE IN TRANSIT AND AT REST?  4.

BUSINESS-TO-BUSINESS DEPENDENT REVENUE:  $

(If "YES", indicate below whether business or consumer and how much of their revenue is dependent upon the use of the Applicant's website(s))

Y / NDO THIRD PARTIES RELY ON THE AVAILABILTY OF THE APPLICANT'S WEB SITE(S) IN ORDER TO TRANSACT BUSINESS?

BUSINESS-TO-CONSUMER DEPENDENT REVENUE:  $

THIRD PARTY BUSINESS TRANSACTIONS

ANSWER ALL QUESTIONS

ANSWER ALL QUESTIONS

ANSWER ALL QUESTIONS

ANSWER ALL QUESTIONS

ANSWER ALL QUESTIONS

IF "YES", HAS THE APPLICANT OBTAINED WRITTEN CONSENT FROM THE OTHER WEB SITE'S OWNER TO LINK TO THEIR SITE?  a)

DOES THE APPLICANT ALLOW PLACEMENT OF ANOTHER VENDOR'S HYPERTEXT LINK ON ITS WEB SITE?2.

IF "YES", HAS THE APPLICANT RECEIVED WRITTEN PERMISSION TO USE THE COPYRIGHTED MATERIAL?  a)

DOES THE APPLICANT'S WEB SITE(S) INCLUDE COPYRIGHTED MATERIAL OWNED BY ANOTHER PARTY?  1.

IS THERE CENTRALIZED CONTROL OVER WEB SITE(S) DEVELOPMENT?  7.

DOES GENERAL COUNSEL APPROVE ALL LICENSING AND/OR CONSENT AGREEMENTS TO USE THE INTELLECTUAL PROPERTY OF ANOTHER? 6.

IF "NO", HAS THE APPLICANT CONDUCTED A TRADEMARK SEARCH TO DETERMINE WHETHER THEIR DOMAIN NAME INFRINGES A TRADEMARK 
HELD BY A THIRD PARTY?  

a)

DOES THE APPLICANT OWN A FEDERALLY REGISTERED TRADEMARK IN THE APPLICANT'S DOMAIN NAME?  5.

IF "YES", DO THESE METATAGS USE COMPETITOR NAMES, TRADEMARKS, OR OTHER IDENTIFIERS THAT COULD BE CONSTRUED AS INFRINGING 
THE INTELLECTUAL PROPERTY OF ANOTHER OR CREATE INITIAL INTEREST CONFUSION?  

a)

DOES THE APPLICANT USE METATAGS TO CONTROL ITS WEB SITE POSITIONING AND DESCRIPTION IN SEARCH ENGINE RESULTS?4.

IF "YES", IS IT MADE CLEAR THAT THE CONTENT DOES NOT BELONG TO THE APPLICANT'S BUSINESS?  b)

IF "YES", IS ANY ASSOCIATED TRADEMARK OR ADVERTISING INCLUDED?  a)

DOES THE APPLICANT'S WEB SITE USE THE CONTENT OF ANOTHER WEB SITE AND SURROUND WITH FRAMES? 3.

Y / N

COMPANY STATISTICS AND NATURE OF APPLICANT'S INTERNET ACTIVITIES

IF "YES", DOES THE APPLICANT SELL, SHARE OR OTHERWISE DISCLOSE THIS PERSONAL INFORMATION TO THIRD PARTIES? a)

Page 2 of 3

IF "YES", HAVE ALL CRITICAL RECOMMENDATIONS BEEN COMPLIED WITH? b)

IF "YES", WHO CONDUCTED THE ASSESSMENT?:a)

Y / N

AUDITING PRACTICES  

HAS THE APPLICANT HAD AN EXTERNAL NETWORK SECURITY ASSESSMENT CONDUCTED WITHIN THE LAST TWELVE (12) MONTHS?  1.

IF YOU RESPONDED "YES" TO ANY OF THE ABOVE QUESTIONS 1 THROUGH 5:
DOES THE AGREEMENT REQUIRE A LEVEL OF SECURITY COMMENSURATE WITH THE APPLICANT'S INFORMATION SYSTEMS SECURITY POLICY?  

6.

DOES THE APPLICANT REQUIRE RESOLUTION OF NON-COMPLIANCE ISSUES WITHIN A STIPULATED TIME PERIOD?5.

DOES THE APPLICANT USE THE SERVICES OF A THIRD PARTY FOR OFF-SITE BACKUP AND/OR ARCHIVING OF ELECTRONIC DATA?  4.

DOES THE APPLICANT OUTSOURCE INFRASTRUCTURE OPERATIONS?  3.

DOES THE APPLICANT USE THE SERVICES OF AN APPLICATION SERVICE PROVIDER (ASP)?  2.

Y / N

THIRD PARTY SERVICE PROVIDERS

IS THE INFRASTRUCTURE OF THE APPLICANT'S WEB SITE HOSTED BY A THIRD PARTY, OR IS THE CONTENT OF THE APPLICANT'S WEBSITE MANAGED BY 
A THIRD PARTY?  (If "YES", attach copy of Third Party Agreement)

1.

ARE PENETRATION TESTS CONDUCTED ON THE APPLICANT'S NETWORK AT LEAST ANNUALLY?5.

DOES THE APPLICANT HAVE A COMPUTER SECURITY BREACH INCIDENT RESPONSE PLAN (IRP)?4.

DOES THE APPLICANT STORE SENSITIVE DATA ON WEB SERVERS?  3.

DOES THE APPLICANT HAVE A LAPTOP SECURITY POLICY?  2.

Y / N

INFORMATION SECURITY POLICIES AND PROCEDURES

DOES THE APPLICANT MAINTAIN AN INFORMATION SYSTEMS SECURITY POLICY?  1.

DOES THE APPLICANT HAVE A PRIVACY POLICY POSTED ON ALL OF THEIR WEB SITES?  3.

IF "YES", HAS THE PRIVACY POLICY BEEN REVIEWED AND APPROVED BY GENERAL COUNSEL?  a)

DOES THE APPLICANT COLLECT, RECEIVE, TRANSMIT, OR STORE CONFIDENTIAL CUSTOMER INFORMATION (e.g., SOCIAL SECURITY NUMBER, DRIVERS' 
LICENSE NUMBER, BANK ACCOUNT NUMBER, CREDIT OR DEBIT CARD NUMBER, etc.)?

2.

Y / N

PRIVACY POLICIES AND PROCEDURES

DOES THE APPLICANT HAVE PROCEDURES IN PLACE TO ENSURE COMPLIANCE WITH PRIVACY LEGISLATION (SUCH AS THE HEALTH INSURANCE 
PORTABILITY AND ACCOUNTABILITY - HIPAA, THE GRAMM-LEACH-BLILEY ACT OR OTHER APPLICABLE LEGISLATION) WITH RESPECT TO THE PROTECTION 
OF CONFIDENTIAL INFORMATION?  

1.

IF "YES", DOES THE APPLICANT HAVE A PROCESS TO SCREEN POSTINGS BY THIRD PARTIES?  a)

DOES THE APPLICANT'S WEB SITE(S) INCLUDE A FORUM (SUCH AS BULLETIN BOARD OR COMMENT POSTING AREA) THAT INCLUDES COMMUNICATIONS 
FROM THIRD PARTIES?  

9.

IS THERE A FORMAL PROCESS IN PLACE FOR GENERAL COUNSEL APPROVAL OF WEB SITE CONTENT, INCLUDING BANNER ADVERTISING?8.

AGENCY CUSTOMER ID:

SPECIMEN



THE UNDERSIGNED AGREE THAT THIS APPLICATION AND ITS ATTACHMENTS SHALL BE THE BASIS OF A CONTRACT SHOULD A POLICY PROVIDING THE 
REQUESTED COVERAGE BE ISSUED.  THE COMPANY WILL HAVE RELIED UPON THIS APPLICATION, ITS ATTACHMENTS, AND SUCH OTHER INFORMATION 
SUBMITTED THEREWITH IN ISSUING SUCH A POLICY.  (Not applicable in North Carolina)

ACORD 834 (2011/09)

IN KANSAS, ANY PERSON WHO, KNOWINGLY AND WITH INTENT TO DEFRAUD, PRESENTS, CAUSES TO BE PRESENTED OR PREPARES WITH KNOWLEDGE OR 
BELIEF THAT IT WILL BE PRESENTED TO OR BY AN INSURER, PURPORTED INSURER, BROKER OR ANY AGENT THEREOF, ANY WRITTEN STATEMENT AS PART OF, 
OR IN SUPPORT OF, AN APPLICATION FOR THE ISSUANCE OF, OR THE RATING OF AN INSURANCE POLICY FOR PERSONAL OR COMMERCIAL INSURANCE, OR A 
CLAIM FOR PAYMENT OR OTHER BENEFIT PURSUANT TO AN INSURANCE POLICY FOR COMMERCIAL OR PERSONAL INSURANCE WHICH SUCH PERSON KNOWS TO 
CONTAIN MATERIALLY FALSE INFORMATION CONCERNING ANY FACT MATERIAL THERETO; OR CONCEALS, FOR THE PURPOSE OF MISLEADING, INFORMATION 
CONCERNING ANY FACT MATERIAL THERETO COMMITS A FRAUDULENT INSURANCE ACT.

IN THE DISTRICT OF COLUMBIA, WARNING:  IT IS A CRIME TO PROVIDE FALSE OR MISLEADING INFORMATION TO AN INSURER FOR THE PURPOSE OF DEFRAUDING 
THE INSURER OR ANY OTHER PERSON.  PENALTIES INCLUDE IMPRISONMENT AND/OR FINES.  IN ADDITION, AN INSURER MAY DENY INSURANCE BENEFITS, IF 
FALSE INFORMATION MATERIALLY RELATED TO A CLAIM WAS PROVIDED BY THE APPLICANT.

IN WASHINGTON, IT IS A CRIME TO KNOWINGLY PROVIDE FALSE, INCOMPLETE, OR MISLEADING INFORMATION TO AN INSURANCE COMPANY FOR THE PURPOSE OF 
DEFRAUDING THE COMPANY.  PENALTIES INCLUDE IMPRISONMENT, FINES, AND DENIAL OF INSURANCE BENEFITS.

IN MASSACHUSETTS, NEBRASKA, OREGON AND VERMONT, ANY PERSON WHO KNOWINGLY AND WITH INTENT TO DEFRAUD ANY INSURANCE COMPANY OR 
ANOTHER PERSON FILES AN APPLICATION FOR INSURANCE OR STATEMENT OF CLAIM CONTAINING ANY MATERIALLY FALSE INFORMATION, OR CONCEALS FOR 
THE PURPOSE OF MISLEADING INFORMATION CONCERNING ANY FACT MATERIAL THERETO, MAY BE COMMITTING A FRAUDULENT INSURANCE ACT, WHICH MAY BE 
A CRIME AND MAY SUBJECT THE PERSON TO CRIMINAL AND CIVIL PENALTIES.

IN FLORIDA, ANY PERSON WHO KNOWINGLY AND WITH INTENT TO INJURE, DEFRAUD, OR DECEIVE ANY INSURER FILES A STATEMENT OF CLAIM OR AN 
APPLICATION CONTAINING ANY FALSE, INCOMPLETE, OR MISLEADING INFORMATION IS GUILTY OF A FELONY OF THE THIRD DEGREE.

ANY PERSON WHO KNOWINGLY AND WITH INTENT TO DEFRAUD ANY INSURANCE COMPANY OR ANOTHER PERSON FILES AN APPLICATION FOR INSURANCE OR 
STATEMENT OF CLAIM CONTAINING ANY MATERIALLY FALSE INFORMATION, OR CONCEALS FOR THE PURPOSE OF MISLEADING INFORMATION CONCERNING ANY 
FACT MATERIAL THERETO, COMMITS A FRAUDULENT INSURANCE ACT, WHICH IS A CRIME AND SUBJECTS THE PERSON TO CRIMINAL AND [NY: SUBSTANTIAL] CIVIL 
PENALTIES. (Not applicable in CO, DC, FL, HI, KS, MA, MN, NE, OH, OK, OR, VT or WA; in LA, ME, TN and VA, insurance benefits may also be denied)

SIGNATURE

REMARKS (ACORD 101, Additional Remarks Schedule, may be attached if more space is required)

DATEPRODUCER'S NAME NATIONAL PRODUCER NUMBERPRODUCER'S SIGNATURE

THIS APPLICATION MUST BE SIGNED BY THE CHIEF EXECUTIVE OFFICER AND THE CHIEF FINANCIAL OFFICER OR THE CHIEF INFORMATION OFFICER OF THE 
PARENT ORGANIZATION ACTING AS THE AUTHORIZED REPRESENTATIVE OF ALL PERSON(S) AND ENTITY(IES) PROPOSED FOR THIS INSURANCE.

THE INFORMATION PROVIDED IN THIS APPLICATION IS FOR UNDERWRITING PURPOSES ONLY AND DOES NOT CONSTITUTE NOTICE TO THE COMPANY UNDER ANY 
POLICY OF A CLAIM OR POTENTIAL CLAIM.

NAME DATESIGNATURE AUTHORIZED REPRESENTATIVE TITLE

FOR THE PURPOSE OF THIS APPLICATION, THE UNDERSIGNED AUTHORIZED AGENTS OF THE PERSON(S) AND ENTITY(IES) PROPOSED FOR THIS INSURANCE 
DECLARE TO THE BEST OF THEIR KNOWLEDGE AND BELIEF, AFTER REASONABLE INQUIRY, THE STATEMENTS MADE IN THIS APPLICATION AND ANY 
ATTACHMENTS OR INFORMATION SUBMITTED WITH THIS APPLICATION, ARE TRUE AND COMPLETE.

IF THERE IS ANY MATERIAL CHANGE IN THE ANSWERS TO THE QUESTIONS IN THIS APPLICATION BEFORE THE POLICY INCEPTION DATE, THE APPLICANT MUST 
IMMEDIATELY NOTIFY THE COMPANY IN WRITING, AND ANY OUTSTANDING QUOTATION MAY BE MODIFIED OR WITHDRAWN.

IF THERE WERE TARGETED ATTACKS, WERE THE REASONS DISCLOSED FOR THESE TARGETED ATTACKS?b)

EXPLAIN ALL "YES" RESPONSES IF INDICATED (ACORD 101, Additional Remarks Schedule, may be attached if more space is required) Y / N

HAS THE APPLICANT AT ANY TIME DURING THE PAST THREE (3) YEARS PUT ITS INSURANCE CARRIER ON NOTICE OF ANY POTENTIAL OR ACTUAL 
LOSSES UNDER ITS PRIOR INSURANCE PROGRAM THAT MAY HAVE FALLEN UNDER THE SCOPE OF THE PROPOSED COVERAGE?  (If "YES", provide an 
attached explanation)

1.

WHAT WERE THE DIRECT COSTS ASSOCIATED WITH ALL COMPUTER ATTACKS?:     $c)

WAS THE APPLICANT SPECIFICALLY TARGETED FOR SUCH COMPUTER ATTACKS?  a)

IF THE APPLICANT HAS HAD ANY COMPUTER SECURITY INCIDENTS DURING THE PAST TWO (2) YEARS (INCIDENT REFERS TO ANY UNAUTHORIZED 
ACCESS, INTRUSION, BREACH, COMPROMISE OR USE OF THE APPLICANT'S COMPUTER SYSTEMS, INCLUDING THEFT OF MONEY, PROPRIETARY 
INFORMATION, OR CONFIDENTIAL CUSTOMER INFORMATION, DENIAL OF SERVICE, ELECTRONIC VANDALISM OR SABOTAGE, COMPUTER VIRUS OR 
OTHER COMPUTER INCIDENTS); COMPLETE THE FOLLOWING:  

2.

HAVE ANY OF THE COMPUTER ATTACKS RESULTED IN UNAUTHORIZED ACCESS TO, OR CORRUPTION OR ERASURE OF DATA?  d)

HAS THE APPLICANT EXPERIENCED A SECURITY BREACH THAT REQUIRED NOTIFICATION OF CUSTOMERS OR OTHER THIRD PARTIES?e)

WITHOUT PREJUDICE TO ANY OTHER RIGHTS AND REMEDIES OF THE COMPANY, THE APPLICANT UNDERSTANDS AND AGREES THAT IF ANY SUCH FACT, 
CIRCUMSTANCE, OR SITUATION EXISTS, WHETHER OR NOT DISCLOSED ABOVE IN RESPONSE TO QUESTION 1, 2 AND 3 ABOVE, ANY CLAIM OR ACTION 
ARISING FROM SUCH FACT, CIRCUMSTANCE, OR SITUATION IS EXCLUDED FROM COVERAGE UNDER THE PROPOSED POLICY, IF ISSUED BY THE COMPANY.

DOES ANY PERSON OR ENTITY PROPOSED FOR COVERAGE HAVE ANY PRIOR KNOWLEDGE OF FACTS, CIRCUMSTANCES OR SITUATIONS WHICH HE OR
SHE HAS REASON TO BELIEVE MAY GIVE RISE TO ANY CLAIM THAT MAY FALL WITHIN THE SCOPE OF THE PROPOSED COVERAGE?  (If "YES", provide an 
attached explanation)

3.

REPRESENTATION:  PRIOR KNOWLEDGE OF ACTS / CIRCUMSTANCES / SITUATIONS

AGENCY CUSTOMER ID:

Page 3 of 3
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	The edition identifier of the form including the form number and edition (the date is typically formatted YYYY/MM).: ACORD 834 (2011/09)
	Enter identifier: The customer's identification number assigned by the producer (e.g. agency or brokerage). : 
	Enter date: The month/day/year on which the form is completed. (MM/DD/YYYY) : 
	Enter text: The full name of the producer/agency. : 
	Enter identifier: The identifier assigned by the insurer to the policy, or submission, being referenced exactly as it appears on the policy, including prefix and suffix symbols. If required for self-insurance, the self-insured license or contract number. : 
	Enter text: The insurer's full legal company name(s) as found in the file copy of the policy.  Use the actual name of the company within the group to which the policy has been issued.  This is not the insurer's group name or trade name. : 
	Enter code: The identification code assigned to the insurer by the NAIC. : 
	Enter text: The named insured(s) as it/they will appear on the policy declarations page. : 
	Enter text: The name by which an organization is doing business. : 
	Enter limit: The cyber liability limit amount. : 
	Enter amount: The cyber liability retention amount. : 
	Enter amount: The cyber liability annual modified premium charged. : 
	Enter limit: The E-Business Interruption and Extra Expenses coverage limit amount. : 
	Enter amount: The E-Business Interruption and Extra Expenses coverage retention amount. : 
	Enter amount: The E-Business Interruption and Extra Expenses coverage annual modified premium charged. : 
	Enter limit: The Electronic Data Restoration Expense coverage limit amount. : 
	Enter amount: The Electronic Data Restoration Expense coverage retention amount. : 
	Enter amount: The Electronic Data Restoration Expense coverage modified annual premium amount. : 
	Enter limit: The E-Threat Expenses coverage limit amount. : 
	Enter amount: The E-Threat Expenses coverage retention amount. : 
	Enter amount: The E-Threat Expenses coverage annual modified premium charged. : 
	Enter limit: The E-Vandalism Expenses coverage limit amount. : 
	Enter amount: The E-Vandalism Expenses coverage retention amount. : 
	Enter amount: The E-Vandalism Expenses coverage annual modified premium charged. : 
	Enter limit: The limit amount for Privacy Notification Expenses. : 
	Enter amount: The retention amount for Privacy Notification Expenses. : 
	Enter amount: The annual modified premium charged for Privacy Notification Expenses. : 
	Enter limit: The Crisis Managements Expenses limit amount. : 
	Enter amount: The Crisis Managements Expenses retention amount. : 
	Enter amount: The Crisis Managements Expenses annual modified premium amount. : 
	Enter limit: The Reward Expenses coverage limit amount. : 
	Enter amount: The Reward Expenses coverage retention amount. : 
	Enter amount: The Reward Expenses coverage annual modified premium amount. : 
	Enter amount: The other coverage description. : 
	Enter limit: The other coverage limit amount. : 
	Enter amount: The other coverage retention amount. : 
	Enter amount: The other coverage annual modified premium amount. : 
	Enter amount: The other coverage description. : 
	Enter limit: The other coverage limit amount. : 
	Enter amount: The other coverage retention amount. : 
	Enter amount: The other coverage annual modified premium amount. : 
	Enter date: The effective date of the policy.  The date that the terms and conditions of the policy commence. : 
	Enter date: The date on which the terms and conditions of the policy will expire. : 
	Enter date: The retroactive date if the policy was issued on a Claims Made basis and there was a retroactive date. : 
	Enter amount: The limit amount for separate defense costs. : 
	Check the box (if applicable): Indicates the defense limit is inside. : 
	Check the box (if applicable): Indicates the defense limit is outside. : 
	Enter text:  The full name of the contact person. : 
	Enter text:  The title of the network security contact in the organization or his relationship to the organization. : 
	Enter number: The network security contact primary telephone number including area code and extension. : 
	Enter number: The network security contact phone number extension. : 
	Enter text:  The network security contact's primary e-mail address. : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Is Network security contact employed by applicant?" : 
	Enter text:  The company name that employs the network security contact. : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant anticipate establishing or entering into any related or unrelated ventures which are a material change in operations in the next twelve (12) months? : 
	Enter text:  An explanation of any related or unrelated ventures that the applicant anticipates establishing or entering which are material change in operations in the next twelve (12) months. : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, " Does the applicant anticipate providing any new e-commerce products or services in the next twelve (12) months?" : 
	Enter text:  An explanation of any new e-Commerce products or services that the applicant anticipates providing in the next twelve (12) months. : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant provide technology services or products to third parties?" : 
	Enter text:  The name of the product or service as it pertains to technology exposures. : 
	Enter text:  The description of the product or service as it pertains to technology exposures. : 
	Enter amount: Indicate the total projected revenue. : 
	Enter text:  The name of the product or service as it pertains to technology exposures. : 
	Enter text:  The description of the product or service as it pertains to technology exposures. : 
	Enter amount: Indicate the total projected revenue. : 
	Enter text:  The name of the product or service as it pertains to technology exposures. : 
	Enter text:  The description of the product or service as it pertains to technology exposures. : 
	Enter amount: Indicate the total projected revenue. : 
	Enter text:  The name of the product or service as it pertains to technology exposures. : 
	Enter text:  The description of the product or service as it pertains to technology exposures. : 
	Enter amount: Indicate the total projected revenue. : 
	Enter text:  The name of the product or service as it pertains to technology exposures. : 
	Enter text:  The description of the product or service as it pertains to technology exposures. : 
	Enter amount: Indicate the total projected revenue. : 
	Enter text:  The name of the product or service as it pertains to technology exposures. : 
	Enter text:  The description of the product or service as it pertains to technology exposures. : 
	Enter amount: Indicate the total projected revenue. : 
	Enter text:  The name of the product or service as it pertains to technology exposures. : 
	Enter text:  The description of the product or service as it pertains to technology exposures. : 
	Enter amount: Indicate the total projected revenue. : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Do third parities rely on  the availability of the applicant's web site(s) in order to transact business?" : 
	Enter amount: The business-to-business dependent revenue. : 
	Enter amount: The business-to-consumer dependent revenue. : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, " Does the applicant's web site(s) include copyrighted material owned by another party?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Has the applicant received written permission to use the copyrighted material?? : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response the question, "Does the applicant allow placement of another vendor's hypertext link on its web site? : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Has the applicant obtained written consent from the other web site's owner to link to their site?? : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant's web site use the content of another web site and surround with frames? : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Is any associated trademark or advertising included?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Is it made clear that the content does not belong to the applicant's business?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question," Does the applicant use mat tags to control its web site positioning and description in search engine results? : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Do these metatags use competitor names, trademarks, or other identifiers that could be construed as infringing the intellectual property of another or create interest confusion?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to question, "Does the applicant own a federally registered trademark in the applicant's domain name?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, " Has the applicant conducted a trademark search to determined whether their domain name infringes a trademark held by a third party?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the general counsel approve all licensing and/or consent agreements to use the intellectual property of another?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question," Is there centralized control over web site(s) development?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Is there a formal process in place for general counsel approval or web site content, including banner advertising?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant's web site (s) include a forum (such a s bulletin board or comment posing area) that includes communications from third parties?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant have a process to screen postings by third parties?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant have procedures in place to ensure compliance with privacy legislation such as health insurance portability and accountability - HIPPAA, the Gramm-Leach-Bliley Act or other applicable legislation) with respect to the protection of confidential information?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant collect, receive, transmit, or store confidential customer information (e.g. social security number, drivers' license number, bank account number, credit or debit card number, etc.)?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant sell, share or otherwise disclose this personal information to third parities?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant have a privacy policy posted on all of their web sites?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Has the privacy policy been reviewed and approved by general counsel?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Is client sensitive information on mobile devices encrypted while in transit and at rest?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Is applicant PCI compliant?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant maintain an information systems security policy?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the  response to the question, "Does the applicant have a laptop security policy?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant store sensitive data on web servers?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant have a computer security breach incident response plan (IRP)?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Are penetration tests conducted on the applicant's network at least annually?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant utilize firewalls, anti-intrusion and anti-virus software/ programs?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Is the infrastructure of the applicant's web site hosted by a third party, or is the content of the applicant's website managed by a third party?"  (if yes, attach cop of Third Party Agreement) : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant use the services of an application service provider (ASP)?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question," Does the applicant outsource infrastructure operations?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant use the services of a third party for off-site backup and/or archiving of electronic data?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the applicant require resolution of non-compliance issues within a stipulated time period?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does the agreement require a level of security commensurate with the applicant's information systems security policy?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Has the applicant had an external network security assessment conducted within the last twelve (12) months?" : 
	Enter text:  The name of the person who conducted the audit assessment. : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Have all critical recommendations been complied with?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Has the applicant at any time during the past three (3) years put its insurance carrier on notice of any potential or actual losses under its prior insurance program that may have fallen under the scope of the proposed coverage?"  : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Was the applicant specifically targeted for such computer attacks?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "If there were targeted attacks, were the reasons disclosed for these targeted attacks?" : 
	Enter amount: The direct costs associated with all computer attacks. : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Have any of the computer attacks resulted in unauthorized access tor, or corruption or erasure of data?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Has the applicant experienced a security breach that required notification of customers or other third parties?" : 
	Enter Y for a “Yes” response. Input N for “No” response. Indicates the response to the question, "Does any person or entity proposed for coverage hay any prior knowledge of facts, circumstances or situations which he or she has reason to believe may give rise to any claim that my fall within the scope of the proposed coverage?" : 
	Enter text:  The remarks associated with the Cyber And Privacy Coverage line of business.  Use this section to list any additional, pertinent information that the underwriter should know about the overall exposures of this risk.  ACORD 101, Additional Remarks Schedule, may be attached if more space is required. : 
	Enter text: The named insured(s) as it/they will appear on the policy declarations page. : 
	Sign here: Accommodates the signature of the applicant or named insured. : 
	Enter text: The title of the individual in the organization or his relationship to the organization. : 
	Enter date: The date the form was signed by the named insured. : 
	Enter text: The named insured(s) as it/they will appear on the policy declarations page. : 
	Sign here: Accommodates the signature of the applicant or named insured. : 
	Enter text: The title of the individual in the organization or his relationship to the organization. : 
	Enter date: The date the form was signed by the named insured. : 
	Enter text: The name of the authorized representative of the producer, agency and/or broker that signed the form. : 
	Sign here: Accommodates the signature of the authorized representative (e.g. producer, agent, broker, etc.) by all companies to issue Certificates. This is required in most states. : 
	Enter identifier: The National Producer Number (NPN) as defined in the National Insurance Producer Registry (NIPR).  Note: The NPN is not the same as the producer state license number. : 
	Enter date: The date the producer signed the form. : 



